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For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
Application Context: A set of data about the Application Client that resides in the Edge Application Server.
Application Context Relocation: Refers to the end-to-end service continuity procedure described in clause 8.8.
Application Context Transfer: Refers to the transfer of the Application Context between the source Edge Application Server and the target Edge Application Server, which is a part of the service continuity procedure described in clause 8.8.
Application Server: Application software resident in the cloud performing the server function.
Edge Computing: A concept, as described in 3GPP TS 23.501 [2], that enables operator and 3rd party services to be hosted close to the UE's access point of attachment, to achieve an efficient service delivery through the reduced end-to-end latency and load on the transport network.
Edge Computing Service Provider: A mobile network operator or a 3rd party service provider offering Edge Computing service.
Edge Data Network: A local Data Network that supports the architecture for enabling edge applications.
EEC Context: A set of data about the Edge Enabler Client that resides in the Edge Enabler Server.
Edge Enabler Layer: Refers to the overall functionality provided by the entities such as Edge Enabler Client, Edge Enabler Server and Edge Configuration Server, in support of applications as per the architecture defined in clause 6.
Edge Hosting Environment: An environment providing support required for Edge Application Server's execution.
Instantiable EAS: EAS type for which the instantiation trigger from the Edge Enabler Layer is considered by the EAS management system for instantiating EAS.
Main EAS: An EAS in EAS bundle taking the role of controlling the ACR for EAS bundle in network side decided ACR scenario.
Partner ECS: Refers to an ECS deployed by a partner ECSP.
Partner ECSP: An ECSP with whom there is a service level agreement for resource sharing for roaming or federation or both.
	* * * Next Change * * * *	
8.8.1.x	Service continuity for EAS bundle
This clause describes solution of relocating EASs in a bundle together instead of individual relocation for AC-EAS sessions one by one. To avoid ACR being triggered for each EAS in a bundle with different initiators (e.g. EAS 1 and EAS 2 in a bundle trigger ACR simultaneously), a main EAS may be used and a main EES is used correspondingly. The main EAS or EES is responsible for ACR detection and initiation in the network side. The main EAS information is sent to EEL and the main EES is the EES registering the main EAS.
NOTE 1:	ASP can have requirement of the dependencies between bundled EAS(s) when provisioning them for any deployment scenario, and indicate whether the affinity between them as strong (co-deployment is essential) or weak (co-deployment is only "nice to have").
NOTE 2:	It is possible that some EASs in a bundle do not need relocation because the UE can still be served by these EASs. A deployment example is both EASs providing services covering the whole city and EASs providing services covering city district are serving the AC as an EAS bundle, and when UE moves from one district to another district in the city, only EASs serving the district from where UE is moving out need relocation.
NOTE 3:	In the proxy type of bundle, the main EAS is the connecting EAS serving the AC.
NOTE 4:	In current release of the specification, the main EAS is selected by ASP.

	* * * Next Change * * * *	
8.8.2.x1	ACR for direct EAS bundle, executed by EEC
In this scenario, the EEC executes necessary ACR for AC-EAS service session(s) in a bundle, and it follows the scenario described in clause 8.8.2.3 with the following differences:
-	all T-EAS(s) in a bundle requiring service continuity are discovered and selected during step 3. If the affinity is set to strong, then T-EASs are from the same EDN.
NOTE:	T-EAS(s) should be within the same EDN as preferred if EAS affinity is preferred, or different EDNs if no T-EAS(s) in same EDN available, if the EAS affinity is set to weak.

-	all bundled T-EAS endpoints are sent to the corresponding S-EES(s) in the ACR request and the S-EES(s) may apply AF traffic influence for the received T-EAS(s) in step 4a.
-	Each associated EES (i.e. EES serving bundle EASs) aggregates ACR status update from its served and bundled EASs in step 7 and step 8 and sends ACR complete notification to the EEC in step 9.
-	The EEC collects ACR complete notifications in step 9 and completes the ACR for the EAS bundle.
8.8.2.x2	ACR for EAS bundle, executed by S-EAS
In this scenario, the main S-EAS executes and triggers necessary ACR for all AC-EAS service session(s) in a bundle.
This scenario description is same as described for figure 8.8.2.4-1 except for the following clarifications:
Pre-condition:
1.	The main S-EAS may depend on the receipt of ACR management events from its S-EES, e.g. "user plane path change" events or "ACR monitoring" events as described in clause 8.6.3, to detect the need for an ACR. The main S-EAS may also depend on the receipt of UE location notification from its S-EES as described in clause 8.6.2.2.3, to detect the need for an ACR. For the following procedure it is assumed that the main S-EAS has subscribed to continuously receive the respective events; and
2.	The EEC has subscribed to receive ACR information notifications for target information notification events and ACR complete events from S-EESs serving the EAS bundle, as described in clause 8.8.3.5.2.


Figure 8.8.2.x2-1: S-EAS executed ACR for EAS bundle
Phase I: ACR Detection
1.	ACR is detected, the procedure is same as step 1 of clause 8.8.2.4.
Phase II: ACR Decision
2.	The main S-EAS performs ACR decision for bundled EASs.
NOTE 1:	The main S-EAS is aware of all bundle EASs service area and/or DNAIs so it can decide whether to perform ACR for the corresponding EASs.
Phase III:	ACR Execution
3.	The main S-EAS discovers from all candidate T-EAS(s) in EAS bundle. If the affinity is set to strong, then T-EASs are from the same EDN. The main S-EAS may apply AF traffic influcne for all bundled T-EAS(s).
NOTE:	T-EAS(s) should be within the same EDN as preferred if EAS affinity is preferred, or different EDNs if no T-EAS(s) in same EDN available, if the EAS affinity is set to weak.

4.	The procedure is same as step 4 to step 6 of clause 8.8.2.4. The main S-EAS sends selected T-EAS declaration message to the main S-EES with the selected T-EASs, the main S-EES sends selected T-EAS(s) to the EEC.
5.	The main S-EES informs associated S-EESs with bundled T-EASs. Then ACT starts between the S-EAS(s) and T-EAS(s) in a bundle requiring service continuity.
Phase IV:	Post-ACR Clean up 
6.	During post-ACR, all S-EASs and T-EASs send ACR status update to S-EES and T-EES, respectively, as described in step 8 and step 9 of clause 8.8.2.4. The EEC collects ACR complete notifications from all S-EESs and ACR for EAS bundle is completed.
8.8.2.x3	ACR for EAS bundle, executed by S-EES
In this scenario, a main S-EES (serving a main S-EAS) executes and triggers necessary ACR for AC-EAS service session(s) in a bundle.
This scenario description is same as described for figure 8.8.2.5-1 except for the following clarifications:
Pre-condition:
1.	The AC at the UE already has a connection with S-EASs in a bundle; 
2.	The EEC subscribes to receive ACR information notifications for target information notification events and ACR complete events from S-EESs serving the EAS bundle, as described in clause 8.8.3.5.2;
3.	The main S-EAS may subscribe to receive ACR management notifications for "ACR facilitation" events to the main S-EES, in order to enable ACR detection at the main S-EES.



Figure 8.8.2.x3-1: S-EES executed ACR for EAS bundle
Phase I: ACR Detection
1.	The main S-EES detects the need for ACR, the procedure is same as step 2 of clause 8.8.2.5.
Phase II: ACR Decision
2.	The main S-EES performs ACR decision for bundled EASs.
NOTE 1:	The main S-EES is aware of all bundle EASs service area and/or DNAIs so it can decide whether to perform ACR for the corresponding EASs.
Phase III:	ACR Execution
3.	The main S-EES discovers all candidate T-EAS(s) in EAS bundle. If the affinity is set to strong, then T-EASs are from the same EDN.
NOTE:	T-EAS(s) should be within the same EDN as preferred if EAS affinity is preferred, or different EDNs if no T-EAS(s) in same EDN available, if the EAS affinity is set to weak.
4.	The procedure is same as step 5b to step 10 of clause 8.8.2.5. The main S-EES sends selected T-EAS(s) to the EEC, triggers application traffic influence for T-EAS(s) and notifies the main S-EAS with selected T-EAS of the same EAS service. The main S-EES may notify more S-EAS(s) with selected T-EAS of the corresponding EAS service.
5.	The main S-EES performs ACR launching procedure (as described in clause 8.8.3.4) with the ACR action indicating ACR initiation and the corresponding ACR initiation data to the associated S-EES(s). 
6.	The associated S-EES(s) notifies the corresponding bundled S-EAS(s) and ACT starts between the S-EAS(s) and T-EAS(s) in a bundle requiring service continuity.
Phase IV:	Post-ACR Clean up 
7.	During post-ACR, all S-EASs and T-EASs send ACR status update to S-EES and T-EES, respectively, as described in step 12 and step 13 of clause 8.8.2.5. The EEC collects ACR complete notifications from all S-EESs and ACR for EAS bundle is completed.

	* * * Next Change * * * *	
[bookmark: _Toc57673698][bookmark: _Toc131200944]8.8.3.4	ACR launching procedure
Figure 8.8.3.4-1 illustrates the ACR launching procedure by the EEC or the S‑EAS or the S-EES. 
If this procedure is triggered by the EEC, depending on the ACR action indicated in the ACR request, the procedure is used for ACR initiation, ACR determination or ACR modification which is described in clasue 8.8.1.4. The procedure of the ACR initiation can be re-sent as described in clause 8.8.1.3 to cancel an ACR.
If this procedure is triggered by the S‑EAS, the procedure is used for ACR determination.
If this procedure is triggered by the S-EES to the associated S-EES(s), this procedure is used for the direct bundle EAS case.
Pre-condition:
For EEC as consumer:
1.	The EEC has been authorized to communicate with the EES as specified in clause 8.11, if the procedure is triggered by the EEC.; and
For S-EAS as consumer: 
12.	Information related to the S‑EES is available with the S-EAS, if the procedure is triggered by the S‑EAS.
For EES as consumer:
1.	The S-EES obtained the associated S-EES(s) information as specified in clause 8.15.2.2.


[image: ]
Figure 8.8.3.4-1: ACR launching procedure
1.	The EEC or the S‑EAS sends an ACR request message to the EES in order to start ACR. The ACR request message may include Predicted/Expected UE location or Expected AC Geographical Service Area to indicate that the EES should detect whether the UE has moves to the Predicted/Expected UE location or Expected AC Geographical Service Area or not in ACR clean-up phase. The ACR request message includes ACR action to indicate either ACR initiation request or ACR determination request. If the procedure is triggered by the S‑EAS, the ACR request message is only for ACR determination.
An ACR request for ACR initiation sent by the EEC:
-	includes an indication of whether the EEC requests the EES to perform EAS notification; and
-	provides information used by EES to perform AF traffic influence as in 3GPP TS 23 501 [2].The EEC sent ACR request for ACR initiation shall include the simultaneous EAS connectivity information in service continuity (see table 8.8.4.4-1) if previously received as part of the AC profile.
An ACR request for ACR determination sent either by the EEC or the EAS informs the EES that the need for ACR has been detected by the requestor.
An ACR request for ACR modification sent by the EEC:
-	includes IDs to identify the ACR that is requested to be modified; and
-	includes the ACR parameters to be modified.
An ACR request for direct bundle EAS case sent by the S-EES:
-	includes direct bundle T-EAS(s) received in step 4 in 8.8.3.2 related to the associated S-EES(s) based on the EASID, which EASID of the associated S-EES is corresponding to the direct bundle T-EAS(s) profile.
2.	The EES checks if the requestor is authorized for this operation. If authorized, the EES processes the request and performs the required operations.
If the request in step 1 is for ACR initiation:
-	the EES may use information provided in the request to apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable), as described in 3GPP TS 23.501 [2], clause 5.6.7.1; and
NOTE:	The simultanenous EAS connectivity information sent by EES is used to maintain both S-PSA and T-PSA in supporting simultaneous connectivity with both S-EAS and T-EAS during the service continuity as described in clause 6.3.4 of 3GPP TS 23.548 [20].
Editor's note:	Since the 3GPP CN only supports simultaneous PSA connectivity in SSC mode 3 or session breakout, it is FFS whether EES should firstly know PDU session capability before invoking AF traffic influence API.
-	if the EAS notification indication in ACR initiation data is provided in the step 1 request and the EAS has subscribed to receive such notification, the EES shall notify the EAS indicated in the ACR initiation data about the need to start ACR by sending an ACR management notification for the "ACT start" event, as described in clause 8.6.3.
If the request in step 1 is for ACR determination, the EES decides to execute ACR as described in clause 8.8.2.5.
If the request in step 1 includes Previous T-EAS Endpoint:
-	if the previous EAS notification indication is provided in the step 1 request and the EAS has subscribed to receive such notification, the EES shall notify the EAS about the cancellation of the ACR with the previous T-EAS by sending an ACR management notification for the "ACT stop" event, as described in clause 8.6.3.
-	The EAS will inform the remote EAS about application context cancellation, which is outside the scope of this specification. The T-EAS sends the ACR status update message to the T-EES which will include failed result with an appropriate cause indicating the reason for the failure.
If the request in step 1 is for ACR modification:
-	the EES identifies the ACR to be modified based on the ID parameters in the request in step 1. If the request in step 1 is to the S-EES, the S-EES performs the ACR parameter information procedure as described in clause 8.8.3.9. If the request in step 1 is to the T-EES, and if the T-EAS has subscribed to receive ACR notifications, the T-EES shall notify the T-EAS by sending an ACR management notification, with "ACT start" event including ACR parameters from the request in step 1, e.g. Prediction expiration time.
If the request in step 1 is for direct bundle EAS case, then the associated T-EES may use received direct bundle T-EAS(s) for ACR.
3.	The EES responds to the requestor's request with an ACR response message.
In case of re-sending ACR initiation, if serving EES was changed and EEC context was relocated, the T-EES can clean up any relocated EEC context either indicated in the re-sent ACR request for scenario described in clause 8.8.2.6 or upon reception of the ACR status update with failed result from T-EAS for other scenarios.

[bookmark: _Toc131200965]	* * * Next Change * * * *	
8.8.4.4	ACR request
Table 8.8.4.4-1 describes information elements for the ACR request sent either from the EEC to the S-EES or T-EES, or by the S-EAS to the S-EES. 
Table 8.8.4.4-1: ACR request
	Information element
	Status
	Description

	Requestor Identifier
	M
	Unique identifier of the requestor (i.e. EECID or EASID).

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EASID
	O
	Identifier of the EAS

	EAS bundle information
	O
	EAS bundle information.

	> Bundle ID or list of EASID
	M
	A list of EASIDs or a bundle ID as described in clause 7.2.10.

	UE identifier
	M
	The identifier of the UE (i.e. GPSI).

	Predicted/Expected UE location or Expected AC Geographical Service Area (NOTE 8)
	O
	The predicted/expected location information of the UE. The UE location is described in clause 7.3.2 or the predicted/expected Expected AC Geographical Service Area as described in clause 7.3.3.3

	ACID (NOTE 10)
	O
	The identifier of the AC.

	ACR action (NOTE 3)
	M
	Indicates the ACR action (ACR initiation, ACR determination or ACR modification)

	ACR initiation data (NOTE 2)
	O
	ACR initiation IEs to be included in an ACR request message when ACR action indicates it is ACR initiation request.

	> T-EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP 3-tuple) of the T-EAS.

	> Previous T-EAS Endpoint (NOTE 7)
	O
	Endpoint information (e.g. URI, FQDN, IP 3-tuple) of the T-EAS of the previous ACR.

	> DNAI of the T-EAS
	O
	DNAI information associated with the T-EAS.

	> N6 Traffic Routing requirements
	O
	The N6 traffic routing information and/or routing profile ID corresponding to the T-EAS DNAI.

	> Simultaneous  EAS connectivity information
	O
	Indicates if simultaneous EAS connectivity is needed and the inactive time guidance for keeping connectivity towards the S-EAS.

	> EAS notification indication
	M
	Indicates whether to notify the EAS about the need of ACR.

	> Previous EAS notification indication (NOTE 7)
	O
	Indicates whether to notify the EAS about the cancellation of a previous ACR.

	> S-EAS endpoint (NOTE 1)
	O
	Endpoint information of the S-EAS

	> Bundled T-EAS endpoint list
	O
	A list of associated EAS endpoints in a EAS bundle.

	> ACR parameters (NOTE 9)
	O
	Parameters of the ACR

	>> Prediction expiration time 
	O
	The estimated time the UE may reach the Predicted/Expected UE location or EAS service area at the latest

	> EEC context relocation details
	O
	Information required for EEC context relocation using the EEC context push or EEC context pull mechanisms.

	>> EEC Context ID (NOTE 5)
	O
	Identifier of the EEC Context 

	>> S-EES ID (NOTE 5)
	O
	Identifier of the EES that provided EEC context ID.

	>> S-EES endpoint (NOTE 5)
	O
	The endpoint address (e.g. URI, IP address) of the EES that provided EEC context ID.

	>> T-EES ID (NOTE 6)
	O
	Identifier of the T-EES. 

	>> T-EES endpoint (NOTE 6)
	O
	The endpoint address (e.g. URI, IP address) of the T-EES. 

	ACR determination data (NOTE 2)
	O
	ACR determination Ies to be included in an ACR request message when ACR action indicates it is ACR determination request.

	> S-EAS endpoint
	M
	Endpoint information of the S-EAS

	ACR modification data
(NOTE 2)
	O
	ACR modification Ies to be included in an ACR request message when ACR action indicates it is ACR modification request.

	> S-EAS Endpoint 
	M
	Endpoint information (e.g. URI, FQDN, IP 3-tuple) of the S-EAS.

	> T-EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP 3-tuple) of the T-EAS.

	> ACR parameters
	M
	ACR parameters

	>> Prediction expiration time
	O
	The estimated time the UE may reach the Predicted/Expected UE location or EAS service area at the latest

	NOTE 1:	This IE shall be present if the EAS notification indication or previous EAS notification indication indicates that the EAS needs to be informed.
NOTE 2:	One of the ACR initiation, ACR determination or ACR modification shall be included corresponding to the ACR action.
NOTE 3:	This IE shall indicate ACR determination if the request originates from the S‑EAS.
NOTE 4:	Void.
NOTE 5:	This IE may be present only if the request originates from the EEC towards the T-EES.
NOTE 6:	This IE may be present only if the request originates from the EEC towards the S-EES.
NOTE 7:	These IEs shall be present when the EEC re-sends the ACR request as described in clause 8.8.1.3 to indicate a previous ACR is to be cancelled.
NOTE 8:	This IE may be present if the ACR procedure is for service continuity planning.
NOTE 9: 	This IE may be included when the ACR is decided and executed for service continuity planning for a predicted/expected UE location.
NOTE 10: The IE shall be present when the action is ACR modification to identiy the ACR to be modified.



Editor's note: Additional ACR parameters, if required, are FFS.
[bookmark: _Toc131200971]	* * * Next Change * * * *	
8.8.4.10	ACR information notification
Table 8.8.4.10-1 describes the information elements for ACR information notification from the EES to the EEC.
Table 8.8.4.10-1: ACR information notification
	Information element
	Status
	Description

	Subscription ID
	M
	Subscription identifier corresponding to the subscription stored in the EES for the request

	EASID
	M
	The identifier of the EAS 

	ACID
	O
	The identifier of the AC corresponding to the Selected target EAS

	Event ID
	M
	Either Target information notification or ACR complete

	Target information (NOTE 1)
	O
	Details of the selected T-EAS and the T-EES.

	> T-EAS information 
	M
	Details of the selected T-EAS as described in 'Discovered EAS' IE of Table 8.5.3.3-1.


	> Bundled T-EAS information list
	O
	A list of T-EASs in a EAS bundle, the T-EASs are selected by the network side and details are described in 'Discovered EAS' IE of Table 8.5.3.3-1.

	> T-EES information (NOTE 4)
	O
	Details of the selected T-EES as described in 'EDN configuration information' IE of Table 8.3.3.3.3-1. 

	> EDN connection information
	O
	EDN connection information as described in Table 8.3.3.3.3-2.

	ACR complete event information (NOTE 2)
	O
	Details of a completed ACR and its result.

	Result of ACR (NOTE 2)
	M
	Indicates whether the ACR is successful or failure

	> T-EAS endpoint
	M
	Endpoint address of the T-EAS to which an ACR has been performed.

	> Bundled T-EAS endpoint list
	O
	A list of associated EAS endpoints in a EAS bundle.

	EEC Context Relocation status (NOTE 5)
	O
	Indicates whether the EEC context relocation was successful or not.

	> Registration Id (see NOTE 6)
	O
	Identifier of the registration for the EEC. 

	> Expiration Time (see NOTE 6)
	O
	Indicates the expiration time of the registration. 

	Cause information (see NOTE 3)
	O
	Indicates the cause information for the failure

	Selected ACR scenario list (see NOTE 6)
	O
	List of selected ACR scenarios.

	NOTE 1:	This IE shall be included when Event ID indicates 'Target information notification' event
NOTE 2:	This IE shall be included when Event ID indicates 'ACR complete' event
NOTE 3:	This IE shall be included when the Result of ACR indicates failure.
NOTE 4:	This IE shall be included if the selected T-EES is different from the S-EES. Otherwise, it may be skipped.
NOTE 5:	This IE shall be included when Event ID indicates 'ACR complete' event and EEC context relocation was attempted.
NOTE 6:	This IE shall be included if S-EES has received it in EEC Context Push response.



[bookmark: _Toc131200978]	* * * Next Change * * * *	
8.8.4.17	Selected target EAS declaration request
Table 8.8.4.17-1 describes information elements for the selected target EAS declaration request sent from the S-EAS to the S-EES.
Table 8.8.4.17-1: Selected target EAS declaration request
	Information element
	Status
	Description

	UE ID
	M
	The identifier of the UE.

	Security credentials
	M
	Security credentials.

	Selected EAS ID
	M
	Selected EAS identifier.

	ACID
	O
	The identifier of the AC

	Selected EAS Endpoint
	M
	Endpoint of the selected EAS.

	EAS bundle information
	O
	EAS bundle information.

	> Bundle ID or list of EASID
	M
	A list of EASIDs or a bundle ID as described in clause 7.2.10.

	> T-EAS endpoint list
	M
	A list of associated EAS endpoints in a EAS bundle, selected by the S-EAS.

	Predicted/Expected UE location or Expected AC Geographical Service Area
	O
	The predicted/expected location information of the UE. The UE location is described in clause 7.3.2 or the predicted/expected Expected AC Geographical Service Area as described in clause 7.3.3.3



[bookmark: _Toc131201093]	* * * Next Change * * * *	
8.15.2.2	EAS Information provisioning
Pre-conditions:
1.	The EEC has performed service provisioning procedure
2.	The EEC has performed the EAS discovery procedure


Figure 8.15.2.2-1: EAS information provisioning
1.	The EEC sends the EAS information provisioning request to the EES:
a-	"ACR scenario selection announcement". The request may include ACR scenario list selected by the EEC, EEC security credentials, selected EASID, selected EAS endpoint, EECID and ACID. For the EAS bundles scenario, the request may include the ACR scenario list for EAS bundles selected by the EEC.
b-	"ACR scenario selection request". The request may include AC profile, EEC service continuity support, EEC security credentials, EECID and ACID.
The EAS information provisioning request may include associated EES(s) endpoint and the DNAIs and service area of the selected EAS(s).
If the EEC has selected an uninstantiated EAS, the EEC includes the selected EASID without including the selected EAS endpoint in the request.
2.	Upon receiving the request from the EEC, the EES validates the EEC information request and verifies if the EEC is authorized for this operation.
a-	"ACR scenario selection announcement". The EES may send the ACR Selection notification to the selected EAS if the EAS has subscribed and if EES allows EEC based ACR scenario selection. Otherwise, EES may respond with status failure and include appropriate reason. For the EAS bundles scenario, the EES may send the ACR selection notification to the bundled EAS(s).
b-	"ACR scenario selection request". The EES selects the ACR scenario list and may send the ACR Selection notification to the selected EAS if the EAS has subscribed. The EES may include the ACR scenario list in the EAS information provisioning response. For the EAS bundles scenario, the EES selects the ACR scenario list for EAS bundles based on the AC/EEC/EES/EAS(s) service continuity support, and sends the ACR scenario list to the bundled EAS(s). 
If the EEC or EES selected ACR scenario list for EAS bundle includes EAS executed ACR scenario (as described in 8.8.2.x2), the EES also sends DNAIs and service area of the selected EAS(s) to the main EAS in the ACR selection notification.
The request may contain the associated EES(s) information along with the bundle EAS information (i.e. list of EASID) and the bundle EAS type indicating direct bundle, each associated EES(s) is along with part of or all the list of EASID, when EEC determines the associated EES(s) based on the EDN configuration information and bundle EAS information (e.g. list of EASID and direct bundle type).
If the request contains selected EAS ID and selected EAS Endpoint, the EES may apply the EAS traffic influence with the N6 routing information of the EAS in the 3GPP Core Network, based on application KPIs and if the EAS traffic influence was not done before (e.g. neither in EAS discovery procedure nor the EAS perform traffic influence).
If the request contains the selected EASID and the selected EAS endpoint is not included, the EES verifies if instantiation of EAS is needed and may trigger the EAS management system to instantiate the EAS as in clause 8.12.
When the request contains EEC Service Continuity Support IE and the EEC context has been established, the EES includes the IE into the EEC context described in Table 8.2.8-1.
NOTE 1:	EES can also influence the EAS traffic in advance.
NOTE 2:	It is up to the AC to decide when to connect to the selected EAS (either immediately or wait for a while) once the AC knows the selected EAS.
3.	If the processing of the request was successful, the EES sends an EAS information provisioning response to the EEC indicating a successful status. If an EEC context has been established, the response also includes the list of selected ACR scenario(s) into the session context IE within EEC context as described in Table 8.2.8-2; otherwise, the EES shall indicate a failure status and include appropriate reasons. If the EES has triggered EAS instantiation based on the EAS information provisioning request and obtained the newly instantiated EAS information, the response contains information about the newly instantiated EAS, including the EAS endpoint information.
The EEC, EES and EAS (or the bundled EAS(s)) use the selected ACR scenario list to determine if they should perform ACR detection and/or ACR decision.
Upon receiving the EAS information provisioning response, if the response includes instantiated EAS information, the EEC uses the endpoint information to subscribe to ACR event notification, as needed, and provides necessary notifications to the AC.
NOTE 3:	Other ACR selection criteria are out of scope of the current specification.
NOTE 4:	The common supported ACR scenarios is decided as part of the EAS discovery and selection procedure.
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8.15.3.2	EAS information provisioning request
Table 8.15.3.2-1 describes the information elements for EAS information provisioning request from the EEC to the EES.
Table 8.15.3.2-1: EAS information provisioning request
	Information element
	Status
	Description

	EECID
	M
	The identifier of the EEC.

	ACID
	M
	The identifier of the AC.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	Selected EAS ID(s)
	O
	The identifier(s) of the selected EAS or the selected EAS(s) for EAS bundles, which is either instantiated or instantiable.

	Selected EAS Endpoint(s)
	O
	The endpoint(s) of the selected EAS or the selected EAS(s) for EAS bundles

	DNAIs and service area of the selected EAS(s)
	O
	For each selected EAS ID, it includes the DNAIs and/or service area for EAS bundles, as described in 'EAS Geographical Service Area' IE, 'EAS Topological Service Area’ IE and 'List of EAS DNAI(s)’ IE of Table 8.2.4-1.

	Associated EES(s) endpoint
	O
	EES information which support all or part of the direct bundled EAS within the same DNAI associated with the part of EASID list.

	Request type
	O
	Request types:
- ACR scenario selection announcement
[bookmark: _Hlk119580322]- ACR scenario selection request

	Selected ACR scenario list (see NOTE 1)
	O
	The list of ACR scenarios (or the list of ACR scenarios for EAS bundles) selected by the EEC

	AC Profile (see NOTE 2, NOTE 3)
	O
	AC Profile as described in Table 8.2.2-1

	EEC Service Continuity Support (NOTE 2)
	O
	Indicates if the EEC supports service continuity or not. The IE indicates which ACR scenarios are supported by the EEC, also indicates the EEC ability of handling bundled EAS ACR.

	NOTE 1:	The IE may be present only if Selected EASID(s) and Selected EAS Endpoint(s) are present and Request type is "ACR scenario selection announcement"
NOTE 2:	The IEs are present only if request type is “ACR scenario selection request”
NOTE 3:	The IE is present if AC Profile is not shared to EES previously
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7.2.10	EAS bundle information 
The EAS bundle information can be a list of EASIDs or a bundle ID, EAS bundle requirements. The EAS bundle information also includes main EASID. EAS bundle ID establishes an association between the EASs. When included in the EAS profile, EAS bundle ID denotes the bundle to which the EAS belongs. When included in the AC profile EAS bundle ID is used to perform different Edge Enabler Layer operations, such as EAS discovery. Edge Enabler Layer handles the EASs belonging to the same bundle as required by related EAS bundle requirements as described in clause 8.2.x.
NOTE 1 :	Both, EAS bundle ID and EAS bundle requirements, are provided by the ASP.
NOTE 2:	Bundle ID is necessary when the affinity between bundled EASs is strong (e.g., co-deployment and co-migration is essential), and the related ASPs which provide the AC and bundled EASs established the bundle. List of EASIDs is required when the affinity between the bundled EASs is weak (e.g., co-deployment and co-migration is only "nice to have").
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8.2.2	AC Profile
An AC Profile includes information about AC used to determine services and service characteristics required.
Table 8.2.2-1: AC Profile
	Information element
	Status
	Description

	ACID
	M
	Identity of the AC.

	AC Type
	O
	The category or type of AC (e.g. V2X). This is an implementation specific value.

	Preferred ECSP list
	O
	When used in a service provisioning request, this IE indicates to the ECS which ECSPs are preferred for the AC. The ECS may use this information in the selection of EESs. 

	AC Schedule
	O
	The expected operation schedule of the AC (e.g. time windows)

	Expected AC Geographical Service Area
	O
	The expected location(s) (e.g. route) of the hosting UE during the AC's operation schedule. This geographic information can express a geographic point, polygon, route, signalling map, or waypoint set.

	AC Service Continuity Support
	O
	Indicates if service continuity support is required or not for the application. The IE indicates which ACR scenarios are supported by the AC and which of these are preferred by the AC, also indicates the AC ability of handling bundled EAS ACR.

	Simultaneous EAS connectivity information in service continuity
	O
	Indicates if simultaneous EAS connectivity is needed and the inactive time guidance for keeping connectivity towards the S-EAS.

	List of EASs
	O
	List of EAS that serve the AC along with the service KPIs required by the AC

	> EASID
	M
	Identifier of the EAS

	> Expected AC Service KPIs
	O
	KPIs expected in order for ACs to receive currently required services from the EAS, as described in Table 8.2.3-1

	> Minimum required AC Service KPIs
	O
	Minimum KPIs required in order for ACs to receive meaningful services from the EAS, as described in Table 8.2.3-1

	List of required EAS bundle information 
	O
	Information related to the EAS bundles which AC requires. 

	> Bundle ID or list of EASID
	M
	A list of EASIDs or a bundle ID as described in clause 7.2.10. 

	> Main EASID
	O
	Indicate which EAS in a bundle takes the main EAS service role.

	> EAS bundle requirements
	O
	Requirements associated with the EAS bundle as described in clause 8.2.10.



8.2.4	EAS Profile
Table 8.2.4-1: EAS Profile
	Information element
	Status
	Description

	EASID 
	M
	The identifier of the EAS

	EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the EAS. This information maybe discovered by EEC and exposed to ACs so that ACs can establish contact with the EAS.

	List of EAS bundle information
	O
	List of EAS bundles to which the EAS belongs and related bundling requirements.

	> Bundle ID
	M
	Bundle ID as described in clause 7.2.10.

	> Main EASID
	O
	Indicate which EAS in a bundle takes the main EAS service role.

	ACID(s)
	O
	Identifies the AC(s) that can be served by the EAS 

	EAS Provider Identifier
	O
	The identifier of the ASP that provides the EAS.

	Allowed MNO information
	O
	Information of the allowed operator (e.g. MNO name, PLMN ID) from which its subscriber can consume the EAS services

	EAS Type
	O
	The category or type of EAS (e.g. V2X)

	EAS description
	O
	Human-readable description of the EAS 

	EAS Schedule
	O
	The availability schedule of the EAS (e.g. time windows)

	EAS Geographical Service Area
	O
	The geographical service area that the EAS serves. ACs in UEs that are located outside that area shall not be served.

	EAS Topological Service Area
	O
	The EAS serves UEs that are connected to the Core Network from one of the cells included in this service area. ACs in UEs that are located outside this area shall not be served. See possible formats in Table 8.2.7-1.

	EAS Service KPIs
	O
	Service characteristics provided by EAS, detailed in Table 8.2.5-1

	EAS service permission level
	O
	Level of service permissions e.g. trial, gold-class supported by the EAS

	EAS Feature(s)
	O
	Service features e.g. single vs. multi-player gaming service supported by the EAS

	EAS Service continuity support
	O
	Indicates if the EAS supports service continuity or not. This IE indicates which ACR scenarios are supported by the EAS, also indicates the EAS ability of handling bundled EAS ACR.

	EAS Transport layer service continuity support
	O
	This IE indicates the EAS service continuity support for seamless transport layer (e.g. TCP/TLS/QUIC) relocation

	General context holding time duration (NOTE)
	O
	The time duration that the EAS holds the context before the AC connects to the EAS in case of ACR for service continuity planning. It is an indication of the time the EAS holds the application context for a UE to move to its service area after receiving an ACR notification from the EES following an ACR request from the EEC.  


	List of EAS DNAI(s)
	O
	DNAI(s) associated with the EAS. This IE is used as Potential Locations of Applications in clause 5.6.7 of 3GPP TS 23.501 [2].

It is a subset of the DNAI(s) associated with the EDN where the EAS resides.

	List of N6 Traffic Routing requirements
	O
	The N6 traffic routing information and/or routing profile ID corresponding to each EAS DNAI.

	EAS Availability Reporting Period
	O
	The availability reporting period (i.e. heartbeat period) that indicates to the EES how often it needs to check the EAS's availability after a successful registration.

	EAS Status
	O
	The status of the EAS (e.g. enabled, disabled, etc.) 

	NOTE:	Since the EASID of the EAS identifies the type of the application (e.g. SA6Video, SA6Game etc) as described in clause 7.2.4, "General context holding time duration" determined by EAS can depend on the EASID (type of the application).



Editor's Note:	Whether EAS bundle requirement is needed in EAS profile or EAS discovery filters is FFS.
NOTE:	The EAS Transport layer service continuity support can be used in EAS discovery, e.g. as described in 3GPP TS 23.433 [26] for SEALDD server acting as EAS, which can further support the EAS IP replacement function.

[bookmark: _Toc131200666]8.2.10	EAS bundle requirements
The following IEs describe the EAS bundle requirements:
Table 8.2.10-1: EAS bundle requirements
	Information element
	Status
	Description

	Coordinated EAS discovery
	O
	Indicates if coordinated EAS discovery is required i.e., if EAS discovery request for one of the bundled EAS is processed, then EAS discovery response should include information of all the EASs belonging to the bundle.

	Coordinated ACR
	O
	Indicates if coordinated ACR is required i.e., if EAS ACR is initiated for one of the bundled EAS, then ACR should be initiated for all the EASs belonging to the bundle.

The IE may further indicate what actions must be taken if ACR for one or more bundled EAS fails e.g. ACR for all other EAS that are part of the bundle must be cancelled or not.

	Affinity 
	O
	Indicates the affinity requirement of the EAS bundle. The IE can be set to ‘strong’ indicating that the EASs must be in the same EDN, ‘preferrd’ indicating that it is nice to have EASs in the same EDN but not essential or ‘weak’ indicating that its not essential for EASs to be in the same EDN.



[bookmark: _Hlk117073549]Editor's Note: More information in EAS bundle requirement is FFS.
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